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Abstract of the contribution: This contribution proposes alternative options in solution 1.
1. Discussion
This proposal provides the following updates to solution 6.1:

Alternative UP Convergence Method (new clause: 6.1.7.3):

The GMA (Generic Multiple Access) protocol is introduced as the convergence layer at UE and UPF. In GMA convergence layer, it appends a trailer containing control information, e.g. Sequence Number, for access convergence. As such, it avoids the IP-over-IP tunnelling overhead if using GRE protocol. The trailer-based GMA convergence is a future proof solution due to the flexible and extendible GMA trailer format, and the trailer format can be designed in 3GPP to fulfil specific requirements for ATSSS.
Add GMA as one option for convergence method: (clause 6.1.5.2) 
In AT3SF_UP_SETUP_CONFIG_REQ message:

2.Convergence Method: e.g. Loose Aggregation, GRE Aggregation, GMA, MP-TCP Proxy, MP-QUIC Proxy, etc.
2. Proposal
It is proposed to include the following updates to solution 6.1 in TR 23.793.
* * * First change * * * *

6.1.7
User Plane Protocol Stack options between UE-AT3SF and UPu-AT3SF

Multiple access methods are available between the UE-AT3SF and the UPu-AT3SF. This methods are negotiated between the two peers.

6.1.7.1
User Plane Convergence Method based on NULL Tunneling

This methods allows traffic aggregation over the available accesses at the level of an IP flow. This solution guarantees that at any moment in time there are no packets of the same fully specified IP flow over both available accesses. This solution does not require any reordering on the receiving side while still allows aggregation of traffic over both accesses at an IP flow level.

The associated user plane protocol stack is shown in Figure 6.1.7.1-1.
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Figure 6.1.7.1-1: User Plane Protocol Stack with NULL tunnel between UE-AT3SF and UPu-AT3SF
6.1.7.2
User Plane Convergence Method based on GRE tunneling

This method allows transport of the PDN PDUs across both accesses in a GRE Tunnel. The GRE tunnels are setup over both accesses between the UE-AT3SF and UPu-AT3SF using the control plane signalling between the UE-AT3SF and UPc-AT3SF.

This method allows in order PDN PDUs delivery and it may be applied to any PDN type.

The associated user plane protocol stack is shown in Figure 6.1.7.2-1.
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Figure 6.1.7.2-1: User Plane Protocol Stack with GRE tunnel between UE-AT3SF and UPu-AT3SF
6.1.7.3
User Plane Convergence Method using L3 Generic Multi-Access Solutions (GMA)

This method allows transport of the PDN PDUs across both accesses between the UE-AT3SF and UPu-AT3SF, which supports trailer-based GMA convergence protocol sublayer below traffic distribution.
This GMA convergence method avoids the use of IP-over-IP tunnelling solution (GRE), and the GMA protocol appends a trailer with control information which is used to carry necessary info, e.g. Sequence Number, for IP packets splitting and reordering, etc.
To apply GMA protocol, the original Protocol Type value of the IP packet is stored in the GMA trailer and Protocol Type field of the IP header can be set to a special value as an indication of the presence of the GMA trailer, Length field and Checksum field in the IP header are recalculated with the GMA trailer.

This method allows in order PDN PDUs delivery and it may be applied to any PDN type.

The associated user plane protocol stack is shown in Figure 6.1.7.3-1.
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Figure 6.1.7.3-1: User Plane Protocol Stack with Trailer-based GMA protocol between UE-AT3SF and UPu-AT3SF
6.1.7.4
User Plane Convergence Method using L4 Multipath Solutions (MP-TCP, MP-QUIC)

This method allows transport of the IP PDUs across both accesses between the UE-AT3SF and UPu-AT3SF. It uses a Layer 4 multipath transport service enabling IP flows to use multiple paths simultaneously.

The L4 multipath transport service may use either MPTCP or MP-QUIC. It sets up multiple TCP subflows over the different access networks.  UE-AT3SF and UP-AT3SF are responsible for managing the MP-TCP/MP-QUIC Hybrid Access paths, including establishment and tear down.

The peers may terminate the end user layer 4 sessions before transporting the data over the access paths, effectively executing a proxy function for these end user sessions.
One or more IP addresses may be allocated, if needed, on the UPFu-AT3SF to differentiate between the flows over both accesses. Other mechanisms to provide such a differentiation are precluded. The subsequent assigned IP addresses are pushed to the peers of the layer 4 sessions using internal messages of either MP-TCP or MP-QUIC (eg, ADD_ADDRESS for MP-TCP).
The associated user plane protocol stack is shown in Figure 6.1.7.4-1.

a)
MPTCP transport.
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Figure 6.1.7.4-1a: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
b)
MP-QUIC transport.
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Figure 6.1.7.4-1b: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
* * * Second change * * * *

6.1.5.2
User Plane Configuration between UE-AT3SF and UPu-AT3SF

The user plane configuration procedure consists of the following key steps detailed in Figure 6.1.5.2-1.

The procedure may be either terminal or network initiated and it follows Steps 1-23 in Figure 6.1.5.1-1 for setting up a MA-PDU.
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Figure 6.1.5.2-1: AT3SF Control Procedure for UP Configuration

Once the UE-AT3SF sets up multi-access PDU connectivity or when it detects changes in the link status (the link is up or down or IP address change, etc.) it sends a AT3SF_RECONFIG_REQ message to setup/release/update the multi access session. The message should include the following information:

1.
Session Identifier: an unique identifier of the session.
2.
Action Type (eg. Setup, Release, Update).
3.
Link information including:
a.
IP address of the connection.

b.
Connection Type (eg. NR, WLAN, etc.).

UPc-AT3ASF is responsible in setting up the user plane protocol to be used in between the UPu-TA3SF and UE-AT3SF and it informs the UE-AT3SF client of the user plane protocols to setup at the client and the parameters to be used in connecting to the UPu-AT3SF.

Each instance of the UPu-AT3SF is responsible for one anchor connection. The AT3SF_UP_SETUP_CONFIG_REQ message is used to create one or more UPu-AT3SF instances and it includes the following parameters:

1.
Anchor Connection ID (eg. IP address or other identifier for one end point of the connection).
2.
Convergence Method: e.g. Loose Aggregation, GRE Aggregation, GMA, MP-TCP Proxy, MP-QUIC Proxy, etc.

In Loose Aggregation packets of the same QoS Flow may be sent over both accesses without the need of packet reordering at the receiving side.

3.
Convergence Method Parameters: Proxy IP Address, Proxy IP Port(s).
4.
Delivery Connection(s): Connection ID, Connection Type (eg. NR, WLAN, etc.), Transport Method (eg UDP tunnel, IPSec Tunnel with NULL encryption, etc.), Transport Method Parameters (eg. Tunnel endpoint IP address and port).

For example when NR and WLAN are two user plane accesses, UPc-AT3ASF may convey to the UE-AT3ASF that IPSec with NULL encryption needs to be setup as a transport method between the UE-AT3ASF and UPu-AT3ASF. 
When the anchor does not need to provide traffic aggregation over multiple accesses with strict in order packet delivery, no Transport Method needs to be specified.

When the UP setup configuration indicates MP-TCP Proxy as the Convergence Method, then the request maust include the IP address and port number of the MP-TCP proxy.

Once the UP protocols are configured UE-AT3ASF informs the UPc-AT3ASF using the AT3ASF_UP_SETUP_CONFIG_CNF message. This message contains:

1.
Session Identifier.
2.
Convergence Method.
3.
Delivery Connection(s).
* * * End of change * * * *
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